About this course

This five-day CISSP exam preparation course deals with the security concepts to be mastered in order to obtain CISSP certification. In an accelerated but rigorous manner, this training prepares the student for the CISSP examination, covering the entirety of the Common Body of Knowledge about security (CBK 2015, effective April 15, 2015) as defined by the (ISC)². The CBK 2015 covers eight security domains: Security and Risk Management; Asset Security; Security Engineering; Communications and Network Security; Identity and Access Management; Security Assessment and Testing; Security Operations; and, Software Development Security.

Who should participate?

- Security administrator looking to improve your skills and employment opportunities;
- Company desiring to improve your security profile and competitive edge;
- Vendor wanting to enhance the marketability of your product with qualified security administrators
- Security Auditors and/or Consultants

Master the architecture, design, management and/or controls that assure the security of business environments

- Master the main information security topics included on the 8 CISSP CBK domains
- Acquire the necessary skills for successfully pass your CISSP exam
- Prepare yourself for one of the most worldwide recognized certifications in the field of information security: the CISSP
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Learning Objectives

- Be prepared for the CISSP Certification exam based on the latest (ISC)2 CBK;
- Identify and apply the framework and policies, concepts, principles, structures, and standards used to establish criteria for the protection of information assets and to assess the effectiveness of that protection, including the issues of governance, organizational behavior, and security awareness;
- Identify the concepts, principles, structures, and standards used to monitor and secure assets and those controls used to enforce various levels of confidentiality, integrity, and availability;
- Know how to identify concepts, principles, structures, and standards used to design, implement, monitor, and secure operating systems, equipment, networks, applications, and those controls used to enforce various levels of confidentiality, integrity, and availability;
- Understand the network security concepts related to structures, methods, formats, and measures for the transmission of information;
- Understand how access and identity management works, why it is a key security discipline, and how each individual component covered on the course relates to the overall access management universe;
- Identify the fundamental concepts needed to support the managing of the risks involved in developing, producing, operating, and sustaining systems and capabilities;
- Identify and know the daily tasks required to keep security services operating reliably and efficiently;
- Understand the need to include on the enterprise security architecture, the security component on the application development. To know how to identify the main software vulnerabilities.

Course Details

Domain 1: Security and Risk Management
Domain 2: Asset Security
Domain 3: Security Engineering
Domain 4: Communications and Network Security
Domain 5: Identity and Access Management
Domain 6: Security Assessment and Testing
Domain 7: Security Operations
Domain 8: Software Development Security
Exam Preparation: Simulation Exam

How do we do it?

- This training is based on theory, exam preparation questions and homework's
- Review and homework exercises and to assist the exam preparation
- To benefit from the practical exercises, the number of training participants is limited

+351 212 103 732
training@behaviour-group.com
www.behaviour-group.com
Prerequisites

- Participants must possess a basic understanding of networks, operating systems and information security. The course is an intensive review in preparation for the examination, not basic training;
- Participants must understand English since the provided documentation is written in that language.

Exam

- The certification exam is not included with the course. To apply for the examination, go to the official web site of the (ISC)² (www.isc2.org).
- CISSP certification is based on a multiple-choice exam consisting of 250 multiple choice questions, Drag & Drop and Hot Spot, about the 8 domains of the CBK – Length: 6 hours. The passing mark is 75%.
- To sit for the CISSP examination, a candidate must:
  - Sign up with (ISC)² (www.isc2.org) for the examination date and location;
  - Submit the examination fee to (ISC)²
  - Possess a minimum of five years of professional experience in the information security field (direct full-time security work experience in two or more of the 8 domains of the (ISC)² CISSP CBK or four years plus a college degree. Or, an Advanced Degree in Information Security from a National Center of Excellence or the regional equivalent can substitute for one year towards the five-year requirement (other experience waiver’s may apply, check (ISC)² web site).
  - Complete the Examination Agreement, attesting to the truth of his or her assertions regarding professional experience, and legally committing to the adherence of the (ISC)² Code of Ethics
  - Successfully answer four questions regarding criminal history and related background

General Information

- A student manual containing more than 1500 pages of information, examples, exercises and sample exam questions, homework’s and answers will be distributed to participants.
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Contact and Registration:
For more information contact us at:
+351 212 103 732
training@behaviour-group.com
www.behaviour-group.com
Or, visit the course web page at:
http://www.behaviour-group.com/PT/homepage/isc2/cissp/?lang=en

What do you need to know about BEHAVIOUR®

• BEHAVIOUR® presents you one of the most complete and updated catalogs of courses and certifications in the most worldwide recognized principles, best practices, methodologies, management systems and frameworks of the market.

• Whether in Europe, Africa, Latin America, or any other international location, you can count on BEHAVIOUR® to form and certify your knowledge and skills, or knowledge and skills of professionals who work with your organization in the best and most recent methodologies, principles, concepts, practices, frameworks and standards available.

• Integrated into our QMS, we work continuously to ensure the highest quality of our training and recognition of our certifications, requiring our experienced specialists a wide range of skills and the most recognized international certifications.

• We continually update the content of our training offer to align it with the market needs and requirements of our clients.

• It is this continued commitment on quality that sets us apart in the market and allows us to train and certify the best and the most recognized professionals.

• Because our customers are the driving force of our organization and its professionals their added value, BEHAVIOUR® uses the best, the most recognized and current methodologies in the whole process of training and certification, preparing and certifying professionals of the largest and most reputable international organizations ... it is they who make the difference, and it is through them that we ensure the recognition of our brand, BEHAVIOUR® brand.

About BEHAVIOUR®

• BEHAVIOUR® is a training company specialized in information security training since 2005, being the first organization in Portugal to offer (ISC)2 CISSP and SSCP exam preparation courses.

• BEHAVIOUR® is an accredited company by DGERT (Portuguese Quality Training System).

• BEHAVIOUR® is certified on ISO 9001

• BEHAVIOUR® is a training and certification company recognized by its partners and its peer’s in Europe, USA, Canada, Latin America and Africa.

Training, Certification and Consulting

• BEHAVIOUR® presents one of the most completed portfolios of training and consulting services in various ISO standards and respective management systems and known frameworks:

ISO 27001 | ISO 20000 | ISO 22301
ISO 24762 | ISO 27005 | ISO 31000
ISO 28000 | ISO 50001 | ISO 21500
ISO 29001 | ISO 13053 | ISO 27034
ISO 38500